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Themen

Teil 1: Einfiihrung in den Datenschutz
fiir die Privatwirtschaft

Zielgruppe:

Neu bestellte Datenschutzverantwort-
liche in der Wirtschaft bzw. Verwaltung

Teil 2: Einfiihrung in den technisch-
organisatorischen Datenschutz
Zielgruppe:

Neu bestellte Datenschutzverantwort-
liche in der Wirtschaft bzw. Verwaltung

Teil 3: Datenschutz-Management nach
der DS-GVO

Zielgruppe:

Interne/externe Datenschutzbeauftragte
und Datenschutzverantwortliche sowie
kiinftige Datenschutzmanager

Repetitorium GDDcert. EU

Zertifizierung zum Betrieblichen
Datenschutzbeauftragten
(GDDcert. EU)

Schwerpunkte

BASIS-SCHULUNGEN MIT MOGLICHKEIT ZUM ERWERB DES GDDCERT. EU

Einfiihrung in das Datenschutzrecht
Arbeitnehmerdatenschutz
Kundendatenschutz und Falliibungen
Umsetzung des Datenschutzes in der Praxis

Referenten

RAA. Jaspers
¢ Prof. Dr.

R. Schwartmann
¢ T. Mithlein

Grundlagenwissen, Informationstechnik und betriebliche : Prof. Dr.

Informationssysteme (optional zu buchen)

= Grundanforderungen und Basistechnologien
= Die technisch-organisatorischen MaRnahmen

im Datenschutz

Datenschutz-Managementsystem

Risikomanagement

Richtlinien zum Datenschutz

Schulungskonzept

Dokumentationspflichten

Uberwachungsaufgaben der Datenschutzbeauftragten

Vorbereitungsseminar zur Zertifizierung zum »Betrieblichen
Datenschutzbeauftragten (GDDcert. EU)«

1. Teil - Klausuren

2.

Datenschutzrecht - 15td.
Technisch-organisatorischer
Datenschutz - 15td.
Datenschutz-Management — 15td.

Teil - miindliche Priifung
Vortrag
Priifungsfachgesprach

R. W. Gerling
Ch. Semmler
: F. Wagner

| G. Krader, LLM.
T. Miithlein

RAINYY. Reif,
CLLM.

Pool Priifer-Team:

 RAA. Jaspers
Prof. Dr.

. R.W. Gerling

¢ T. Miithlein

“ RAINYY. Reif,
LL.M.
Prof. Dr.
R. Schwartmann

Orte*

online

i Wiesbaden
online

L Koln

online

Frankfurt a. M.

Koln
online

Kdln

- Koln

Koln

i Koln

Termine*

23.-27.02.2026

£ 21.-25.09.2026

30.11.-01.12. +

:03-04.12.+

08.12.2026

Fir GDD-
Mitglieder:

: 23.-25.03.2026

23.-25.06.2026

12.-14.10.2026

Fir GDD-
Mitglieder:

© 28-29.04.2026
09.-10.11.2026

Fir GDD-
Mitglieder:

19.05.2026

:01.12.2026

10.06.2026

£17.12.2026

Gebiihren*

1.830€

: 2,100 €
1.830€

2.000 €/
L 1730¢€

L 1370¢€

1230 €
1370€

1270€/

1130 €

L 1.220¢€

1.140 €

1.120€/
1.040 €

650 €
650 €

Staffel-
preis nach

¢ besuchten
¢ Modulen*

i *Fur Teilnehmer, die an den

GDD-Basis-Schulungen Teil 1-3 teil-
genommen haben: kostenfrei

2Module: € 550,~

keine Teilnahme Teil 1-3: €1.050,-

SCHULUNGEN MIT ZERTIFIZIERUNG

Ausbildung zum Datenschutzauditor
GDDcert. EU

Zielgruppe:

Datenschutzbeauftragte, Datenschutz-
manager und Datenschutzverant-
wortliche, Revisoren, Datenschutz-
koordinatoren

Fortbildung zum KI-Datenschutz-
Experten (Al-Privacy-Expert) GDDcert.
EU

Zielgruppe:

Datenschutzbeauftragte, Datenschutzko-
ordinatoren, Mitglieder von Betriebsrd-
ten, Compliance-Officer, Personalverant-
wortliche, Mitarbeitende im Marketing,
Mitarbeitende von Datenschutz-Auf-
sichtsbehdrden, Syndikusrechtsanwalte,
IT-Verantwortliche, Mitarbeitende in
IT-Abteilungen, IT-Sicherheitsbeauftragte,
Informationssicherheitsbeauftragte

Herleitung der Pflicht zur Durchfiihrung eines
»Datenschutzaudits«

Begriffe, Definitionen, Vorgehensweisen

Planung und Vorbereitung eines Datenschutzaudits
Durchfiihrung eines Datenschutzaudits (Informations-
quellen)

Feststellungen von Konformitaten bzw. Abweichungen
Erstellung eines Abschlussberichts

Hilfsmittel (Fragenkataloge, Muster fiir Besprechungen
und Bericht)

Kl verstehen

Kl einsetzen

Klanwenden - Grundlagen des Prompt Engineerings
Schutz vor KI

Kl-Verordnung umsetzen

KI DS-GVO-konform einsetzen
Ethik

Arbeitsrecht

Logik

Strafrecht

Urheberrecht

Zivilrecht

*Anderungen bei Terminen, Preisen und Orten bleiben vorbehalten. Alle Preise zuziiglich gesetzlicher MwSt.
Sollten sich nicht gentigend Teilnehmer/innen fiir eine Prasenzveranstaltung anmelden, behalten wir uns vor, das Seminar digital durchzufiihren.

{ RAA. Forssman

K. Benedikt
RAA. Jaspers
Prof. Dr.

R. Schwartmann

online

£ Kdln

online

Priifung

: (online)

online
Berlin
Koln
Koln
online

Priifung

¢ online
 Berlin
£ Koln

£ Koln

: online

03.-04.02.2026

£ 19.-20.05.2026

13.-14.10.2026

£11.02.2026
: 27.05.2026

21.10.2026

09.-11.02.2026
16.-18.03.2026
21.-23.04.2026
07.-09.07.2026
15~17.09.2026

Fir GDD-
Mitglieder:

11.02.2026

£ 18.03.2026
£ 23.04.2026
£09.07.2026
17.09.2026

Fir GDD-
Mitglieder:

1.145€

C1.145€

1.145€

190 €
190 €
190 €

2.075€
2.175€
2.175€
2.175€
2.075€

1975 €/
1875€

400 €
400 €
400 €
400 €
400 €

350 €



Themen

Schwerpunkte

Referenten

Orte*

Termine*

Gebiihren*

SCHULUNGEN MIT ZERTIFIZIERUNG

Ausbildung zum Datenschutz-
koordinator GDDcert. EU

Zielgruppe:
Datenschutzkoordinatoren; Mitarbeiter,
die in Schnittstellenfunktion mit der
operativen Umsetzung des Datenschut-
zes betraut sind; Mitarbeiter, die mit
Datenschutzaufgaben betraut sind

= Grundlagen zur Datenschutz-Organisation und

zum Datenschutzrecht

= Prinzipien und Begriffe des Datenschutzes
= Wichtige Datenschutz-Prozesse verstehen

T. Miithlein

online
Koln

online

Priifung

(online)

18.-19.03.2026
16.-17.06.2026

17-18.11.2026

25.03.2026

24.06.2026

1 26.11.2026

945 €
1.045€
945 €

150 €
150 €
150 €

DATENSCHUTZ-ORGANISATION

IT-Sicherheitsmanagement aus Sicht
der Datenschutzbeauftragten
Zielgruppe:

Datenschutzbeauftragte, Compliance
Manager, Datenschutzverantwortliche
der Personal- und DV-Abteilung, IT-
Sicherheitsbeauftragte

Beschdftigtendatenverarbeitung nach
DS-GVO und BDSG

Zielgruppe:

Datenschutzbeauftragte, Mitarbeiter im
Personalbereich sowie Mitglieder von
Mitarbeitervertretungen, die sich mit den
aktuellen Entwicklungen des Datenschut-
zes vertraut machen wollen

1S0 27001 und Datenschutz
Zielgruppe:

Datenschutz- und
IT-Sicherheitsbeauftragte

IT-Sicherheit fiir Einsteiger -
plus Praxisbausteine Management-
systeme

Zielgruppe:

Betriebliche Datenschutzbeauftragte und
-verantwortliche, Datenschutzberater,
Compliance-Manager

Einfiihrung in die 1S0 27701
Zielgruppe:

Datenschutz- und IT-Sicherheitsbeauf-
tragte, CISOs, Datenschutzkoordinatoren,
IT-Security-Verantwortliche

Datenschutz kompakt

Zielgruppe:

Bereichsbeauftragte fiir den Datenschutz,
Datenschutzkoordinatoren,

Mitglieder der Mitarbeitervertretung,
Datenschutzverantwortliche der
Personalabteilung und der IT-Abteilung,
IT-Sicherheitsbeauftragte

= Anforderungen der DS-GVO an das IT-Sicherheits-

management
Wirksamkeitstest & Protokollierung
Meldepflichten

anhand NIS-2

DS-GVO und BDSG

Monitoring, Kontrolle, Compliance

nehmensverbund

bilitdt; Recht auf Vergessenwerden

Grundkenntnisse der Norm 1SO 27001

konformen Datenschutz

Datenschutz-Folgenabschdtzung

Abwehrstrategien

Stand der Technik von MaRnahmen

1S0 27001 und neu: 1SO 27701

keit — wo fange ich zuerst an?

Einflihrung in die Systematik der Norm
Verbindung zur 1SO 27001

Integration des DSMS in ein ISMS
Voraussetzungen fiir die Zertifizierung

Datenschutzrecht u.a.
= Grundlagen des Datenschutzrechts

= Allgemeine Zuldssigkeitsregeln nach DS-GVO und BDSG

= Beschaftigtendatenschutz

Datenschutzorganisation u.a.
= Datenschutz-Folgenabschdtzung

= Meldung von Datenschutzvorfdllen an Aufsicht

und Betroffene

= Anforderungen an das Datenschutz-Management

*Anderungen bei Terminen, Preisen und Orten bleiben vorbehalten. Alle Preise zuziiglich gesetzlicher MwSt.
Sollten sich nicht gentigend Teilnehmer/innen fiir eine Prasenzveranstaltung anmelden, behalten wir uns vor, das Seminar digital durchzufiihren.

Uberblick iiber DS-GVO und Cyber Security-Regulation

Begriindung des Beschdftigungsverhdltnisses
Durchfiihrung des Beschaftigungsverhaltnisses —

Personaldatenverarbeitung im Konzern und Unter-

Informations- und Auskunftspflichten — Datenporta-

Das Managementsystem als Vorlage fiir einen DS-GVO-

Einsteigergerechte und vertiefende Einfiihrung in
IT-Sicherheitstechnologien, aktuelle Bedrohungen und

Schutzziele nach DS-GVO: Angemessenheit sowie der

Umsetzung und ggf. Zertifizierung eines integrierten
Sicherheits- und Datenschutzmanagements nach

Security-by-Design und Privacy by Default?
Uberpriifung, Bewertung und Evaluierung der Wirksam-

Aktuelle Trends in der IT: Cloud, Big Data & KI - Heraus-
forderungen fiir Security und Datenschutz

Anforderungen der DS-GVO und die Inhalte der Norm

: RADr. |. Eckhardt
Dr.N.
. Lepperhoff

RAA. Jaspers
T. Miithlein

S. Staub

Das Risikomanagement der IS0 27001 als Grundlage fiir die :

Ch. Semmler

S. Staub

RAA. Jaspers

- online

online

online

i Koln

“ online

online

£18.02.2026

01.06.2026

30.06.2026

' 15-16.07.2026

2809.2026

29.-30.09.2026

690 €

690 €

595 €

L 1270€

595€

1.040 €



Themen Schwerpunkte Referenten Orte* Termine* Gebiihren*
DATENSCHUTZ-PRAXIS
Websites datenschutzkonform gestalten = Datenschutzerkldrungen gestalten K. Benedikt online 21.01.2026 595 €
Zielgruppe: = Einbindung von Tools zur Reichweitenmessung und : online :01.10.2026 595 €
Datenschutzbeauftragte, Webmaster, zumTracking ) ,
Administratoren. Verantwortliche fiirdie ™ Dienste von Drittanbietern nutzen (z.B. Videos, Social
Pflege von Webs’ites Plugins, Maps, Sicherheits-Tools)
Das Seminar richtet sich insbesonderean ™ Anforderungen an eine wirksame Einwilligung im
alle Nicht-Juristen und Nicht-Informatiker,  Online-Bereich
= Opt-Out-Verfahren gestalten
Unbegrenzte Mobilitdt - Cloud, Apps & = Ubersicht Giber den rechtlichen Rahmen - S.C. Bauer - online :05.02.2026 690 €
Kl datenschutzkonform einsetzbar? = Risiken bei globalem Datenaustausch H. Schuster online 12.11.2026 690 €
Zielgruppe: = (loud-Dienste: Fluch oder Segen?
Datenschutzbeauftragte, IT-Sicherheits- ™ Nutzung und Lizenzierung von Apps und digitalen
beauftragte, Verantwortliche fiir mobile Anwendungen
Infrastrukturen, IT-Leiter und Fiihrungs- ™ KI-Verordnung & Co. — was kommt auf Anwender zu?
krafte, Betriebs- und Personalrate, Berater
Datenschutz und Kiinstliche Intelligenz = Verstehen, was Kiinstliche Intelligenz ist (und was nicht) : A. Sachs - online £10.02.2026 295€
Zielgruppe: = Aktuelle Anwendungen wie ChatGPT oder PaLM2 mit online 09.06.2026 295 €
Datenschutzbeauftragte, Geschaftsfiihrung einem tieferen Blickwinkel einschdtzen kdnnen online 02.12.2026 295 €
undl Entscheidungstréigér Datenanalysten, ™ Datenschutzrechtliche Anforderungen an KI-Systeme
die am Blickwinkel des Datenschutzes einordnen und umsetzen knnen o
interessiert sind, jeder, den dieses Thema ™ Beratung und Kontrollen in der Datenschutzpraxis mit
aus Datenschutrsicht interessiert einer KI-Checkliste (wird bereitgestellt) durchfiihren
Verzeichnis von = Erfassungsbogen und Softwareldsungen P. Schiefer online 19.02.2026 595 €
Verarbeitungstatigkeiten = Praktische Umsetzung der Verarbeitungspriifungen
Zielgruppe: = Effiziente Integration in laufende Unternehmensprozesse
Datenschutzbeauftragte, Datenschutz- = Wichtige Aspekte in Bezug auf die Rechenschafts-
koordinatoren, Qualitdtsmanager, Be- pflichten
triebsrite mit Datenschutzverantwortung ™ VYT als Datenschutz-Managementsystem
Loschen nach DS-GVO = Ldschen nach Art. 17 DS-GVO im Zusammenspiel mit S. Kremer online 02.03.2026 690 €
Zielgruppe: Betroffenenrechten :Dr.o. - online :03.11.2026 690 €
Datenschutzbeauftragte, IT-Sicherheits- ™ Einschrénkungen der Loschpflicht durch nationale Off-  : Stiemerling
beauftragte IT—VerantW(I)rtIiche nungsklauseln — Umsetzung der Loschpflicht nach BDSG,
Compliance-Beauftragte, Betriebsrate SGB X (neu) & Co. . . . ‘
= Risikoanalyse und praktische Vorgehensweise: Wie
erarbeite ich Losch- und Loschfristkonzepte?
Konzerndatenschutz = Grundlagen des Datenschutzes im Unternehmen - Prof. Dr. - online :04.03.2026 595 €
Zielgruppe: = Mitarbeiterdaten im Unternehmensverbund: Konzern-  : T. Behling : online :04.11.2026 595 €
Datenschutzbeauftragte, Fach- und Fiih- dienstleister Shared Services etc.
rungskrifte der Personal- und Rechtsab-  * Vertrage und Outsourcing innerhalb und auRerhalb
teilung, Compliance-Mitarbeiter des (internationalen) Konzerns
= Telekommunikation: TDDDG, Internet- und
E-Mail-Nutzung
= Umgang mit Beschaftigtendaten und Betriebs-
vereinbarungen im Konzern
= Technisch-organisatorische Mallnahmen
Kollege ChatGPT = Grundziige der KI-Verordnung : Dr. P.Ndgele - online :06.03.2026 690 €
Zielgruppe: = Rechtliche Einordnung von generativer KI : oder ‘ ‘
Datenschutzverantwortliche interne und ™ Uberblick und Abgrenzung der Rechtsgebiete (Urheber-  : Prof. Dr. Tobias
THEE Datenschutzbeauftrallgte recht, Jugendschutz, Haftungsrecht) 0. Keber
= Wie funktioniert generative Kl technisch Prof. Dr. R.
= »Use-Cases« im betrieblichen Einsatz Schwartmann
= Generative Kl und DS-GVO :
= Klim Kundendatenschutz
= KIim Beschaftigtendatenschutz
= Position der Datenschutzaufsicht
Datenschutz-Management light = Prioritdten und Aufgabenbeschrankung P. Eul-L6h online 10.03.2026 595 €

Zielgruppe:

Interne Datenschutzbeauftragte mit be-
grenzten Zeitressourcen bzw. in kleinen bis
mittelstandischen Unternehmen sowie
Datenschutz-Ansprechpartner und -Koor-
dinatoren; Grundkenntnisse der DS-GVO
und des allgemeinen Datenschutzrechts
miissen unbedingt vorhanden sein.

Praktische Arbeit der Datenschutzbeauftragten/Daten-
schutzkoordinatoren ohne groRen Aufwand
Identifizierung hdufigster Praxisprobleme und Risiken
nach der DS-GVO und Losungsvorschldge zu deren
Vermeidung

Aufbau und Struktur einer gesetzeskonformen Daten-
schutz-0Organisation und -Dokumentation

Umsetzung der DS-GVO im Unternehmensalltag

*Anderungen bei Terminen, Preisen und Orten bleiben vorbehalten. Alle Preise zuziiglich gesetzlicher MwSt.
Sollten sich nicht gentigend Teilnehmer/innen fiir eine Prasenzveranstaltung anmelden, behalten wir uns vor, das Seminar digital durchzufiihren.



Themen

Datenschutz und IT-Sicherheit
in der Cloud - Risiken minimieren,
Chancen nutzen

Zielgruppe:

Datenschutzbeauftragte und Compli-
ance-Manager sowie Geschaftsfiihrer,
IT-Verantwortliche, die die Cloud daten-
schutzrechtlich und sicherheitskonform in
ihrem Unternehmen etablieren wollen.

Eigenes Datenschutz-Lab aufbauen
Zielgruppe:

Datenschutzbeauftragte, Informations-
sicherheitsbeaufragte, Datenschutz-
berater und Geschaftsfiihrungen sowie
Datenschutzinteressierte
Grundlegende Datenschutzkenntnisse
empfehlenswert. Technische IT-Grund-
kenntnisse sind hilfreich aber keine
zwingende Voraussetzung.

Datenschutz Aktuell

Zielgruppe:
Datenschutzverantwortliche, interne
und externe Datenschutzbeauftragte,
Datenschutzmanager, Datenschutz-
koordinatoren, Datenschutzberater

Videoiiberwachung nach BDSG
und DS-GVO

Zielgruppe:

Datenschutz- und IT-Sicherheitsbeauf-
tragte sowie Mitarbeiter aus den fiir den
Datenschutz verantwortlichen Stellen

Datenschutz im Home Office und
mobilen Arbeiten - Risiken mini-
mieren, Sicherheit maximieren
Zielgruppe:

Datenschutzbeauftragte und Daten-
schutzmanager, HR-Manager, Geschafts-
fiihrer, und alle, die Verantwortung fir
eine datenschutzkonforme Arbeitsorgani-
sation tragen.

Schwerpunkte

DATENSCHUTZ-PRAXIS

Cloud-Architekturen: Private, Public, Hybrid und
Multi-Cloud - welche Architektur passt zu lhren
Anforderungen, und welche Risiken gilt es zu beachten?
Datenschutz, IT-Sicherheit & Business Continuity:

Die gréRten Herausforderungen und wie Sie ihnen
begegnen.

Compliance: DS-GVO und IT-Sicherheitsgesetz — was ist
bei der Nutzung von Cloud-Services zu beachten?
Technische MaBnahmen: Endpoint Security, Absicherung
der Zugange, Kryptografie und weitere Tools zur Sicher-
heit Ihrer Cloud-Ldsungen.

Vertragsmanagement: Gestaltung, Uberwachung und
Beendigung von Vertrdgen mit Cloud-Anbietern - insbe-
sondere aus Drittlandern.

Standards und Zertifizierungen: 1SO 27017, 1SO 27018 und
IT-Grundschutz — welche Normen und Standards helfen
Ihnen weiter?

Sicherheits- und Notfallplanung: Mit praxisnahen Analy-
sen und Mustertexten zur optimalen Vorbereitung.

= Open Source Intelligence (OSINT) einsetzen

Datenfliisse von Android und i0S-Apps nachvollziehen
sowie forensische App-Daten auswerten konnen
Transparenz der Dateniibertragungen von Windows10/11
und Microsoft 365 schaffen

Internet-Tracking sowie Content-Banner in Webseiten
auf TDDDG-Konformitat priifen

Kontrolle der E-Mail- und Webseitenverschlisselung
Schwachstellen von Webseiten und Unternehmens-
netzen mittels Datenschutz-Hacking herausfinden

Neue datenschutzrelevante Gesetzgebung (EU und
national)

Digitalstrategie der EU-Kommission, insbes. KI-VO,
Data Act und NIS-2-Richtlinie

Aktuelle Entwicklungen, u.a. in den Bereichen Beschaf-
tigtendatenschutz, Videoiiberwachung, Drittlandtrans-
fer, TDDDG, KI

Uberblick iiber die neue praxisrelevante Rechtsprechung
zum Datenschutz (EuGH und national)

Wichtige Verlautbarungen des Europdischen
Datenschutzausschusses (EDSA) und der nationalen
Datenschutzkonferenz (DSK)

Schwerpunkte aus den Tatigkeitsberichten der Auf-
sichtsbehdrden in den Bundeslandern

Neue Checklisten, Muster und Umsetzungshilfen zur
DS-GVO, KI-VO etc.

Rechtliche Rahmen bei der Videoiiberwachung
(DS-GVO und BDSG)

Technische Anforderungen/Datensicherheit
Datenschutz-Folgenabschdtzung
Dokumentationspflichten

Sichtweise und Fallbeispiele aus der Priifpraxis
der Datenschutzaufsichtsbehdrde

Risikomanagement: Erfahren Sie, welche Datenschutz-
risiken im Home Office und bei mobiler Arbeit bestehen
und wie Sie diese effektiv minimieren.

Regeln fiir digitale Kommunikation: Was gilt bei Videokon-
ferenzen, Telefonaten und der Nutzung mobiler Gerate?
Datenschutzkonforme Kontrolle: Wie kénnen Sie die
Arbeitsleistung der Mitarbeiter priifen, ohne gegen die
DS-GVO zu verstoRen?

BYOD (Bring-Your-Own-Device): Lernen Sie die Stolper-
fallen und Best Practices bei der Nutzung privater Gerdte :
im beruflichen Kontext kennen.

Behordliche Empfehlungen und aktuelle Urteile: Bleiben
Sie auf dem neuesten Stand durch Einblicke in die Sicht-
weise der Aufsichtsbehdrden und relevante Rechtspre-
chung.

*Anderungen bei Terminen, Preisen und Orten bleiben vorbehalten. Alle Preise zuziiglich gesetzlicher MwSt.
Sollten sich nicht gentigend Teilnehmer/innen fiir eine Prasenzveranstaltung anmelden, behalten wir uns vor, das Seminar digital durchzufiihren.

Referenten

H. Schlademann

A. Sachs

RAA. Jaspers
RAIn Y. Reif,

S LLM.

M. Meder

H. Schlademann

Orte*

- online
online

online
online
- online

online
online

online
¢ online

online
online

Termine*

£ 11.03.2026
06.11.2026

12.03.2026
14.07.2026
£19.11.2026

17.03.2026
03.09.2026

26.03.2026
£ 24.09.2026

22.04.2026
09.09.2026

Gebiihren*

595 €
595 €

295 €
295 €
295 €

690 €
690 €

595 €
595 €

295€
295€



Themen

Schwerpunkte

Referenten

Orte* Termine*

Gebiihren*

DATENSCHUTZ-PRAXIS

KI-Datenschutz im Konzern - Use
Cases, Prozesse und Umsetzungshilfen

Zielgruppe:

Datenschutzbeauftragte und Daten-
schutzmanager, Al Officer, Compliance
Officer, Datenanalysten, Fach- und
Projektverantwortliche fiir Applikationen
mit KI-Funktionen

Datenschutz im Internet — Rechts-
sicherheit bei Webseitengestaltung,
Online- und E-Mail-Werbung

Zielgruppe:

Interne/externe Datenschutzbeauftragte,
Datenschutzmanager, Datenschutzkoor-
dinatoren, Verantwortliche aus den Be-
reichen Online- und digitales Marketing,
Geschaftsfiihrer, Agenturen

Datenschutz und Betriebsrat unter

der DS-GVO

Zielgruppe:

Betriebsratsvorsitzende und -mitglieder,
Mitglieder der Mitarbeitervertretung,
Mitarbeiter der Personalabteilung, Daten-
schutzbeauftragte

Aktuelle Priifpraxis der
Datenschutzaufsichtsbehorden
Zielgruppe:

Datenschutzbeauftragte, Entscheidungs-
trdger in Unternehmen, IT-Verantwort-
liche

Datenschutz in medizinischen
Einrichtungen

Zielgruppe:

Datenschutzbeauftragte, Informations-
sicherheitsbeaufragte, Geschafts-
fiihrungen und Datenschutzberater,
Datenschutzinteressierte

Datenschutz International
Zielgruppe:
Datenschutzbeauftragte, Fach- und
Fiihrungskrafte der Personal- und
Rechtsabteilung

= Die 2-Stufen-Priifung beim Drittlandtransfer

Prof. Dr.
T. Behling

Unterscheidung zwischen KI-Modell und KI-System
Einfiihrung in typische Use Cases fiir die Bereiche HR,
Marketing und Konzern- und Unternehmenssteuerung
Datenschutzrechtliche Umsetzungsbegleitung

im Konzern

Vorstellung von Prozess- und Umsetzungsbeispielen

Uberblick iiber die relevanten Rechtsgrundlagen: RAIN Y. Reif,
DS-GVO, TDDDG, UWG, Deliktsrecht S LLM.
Zuldssigkeit des Einsatzes von Cookies

Data Clean Rooms, Hashed-IDs und deren Einsatz in
Werbenetzwerken

Betrachtung verbreiteter Online-Analyse-Tools
Erforderlichkeit und Gestaltung von Consent Manage-
ment Systemen (,Cookie Banner”)

Zuldssigkeit von E-Mail-Werbung und anderen

Formen elektronischer Werbenachrichten (WhatsApp,
Social Media etc.)

Erfolgsmessung von E-Mail-Newslettern

Einholung von Werbeeinwilligungen und Mdglichkeiten
des einwilligungsfreien Marketings

Relevante Rechtsprechung und Veroffentlichungen der
Aufsichtsbehdrden

Vermeidung von Sanktionen und Abmahnungen
Compliance und Betroffenenrechte

Welche datenschutzrechtlichen Pflichten hat

der Betriebsrat?

Wie wirken das Datenschutz- und das Betriebs-
verfassungsrecht grundlegend zusammen?
Zusammenarbeit mit dem Datenschutzbeauftragten

¢ B. Schmitz

Welche Aufgaben und Befugnisse hat eine Datenschutz- : A. Sachs
aufsichtsbehorde?

Datenschutzbeauftragte und Datenschutzaufsicht

Wann und wie finden Kontrollen statt?

Checkliste und Leitfaden fiir eine Priifung

Harmonisierter Vollzug der europdischen Aufsichts-

behdrden

Aktuell: Priifanforderungen bei Kiinstlicher Intelligenz

Besondere rechtliche Rahmenbedingungen
im Gesundheitswesen

Patientendaten und Berufsgeheimnis
Besondere Gestaltungsfelder in Krankenhaus
und Arztpraxis

Aspekte des Technikeinsatzes

i D. Koeppe

¢ Prof. Dr.
: T.Behling
T. Meisener

Regel-Ausnahme-Prinzip: Anwendungsfdlle des

Art. 49 DS-GVO

Empfehlungen des Europdischen Datenschutzausschusses
Entwicklungen bei den Angemessenheitsentscheidun-
gen der Kommission

Die neuen Standarddatenschutzklauseln

Binding Corporate Rules (BCR)

USA-Spezial: Sind US-Transfers nun zukunftssicher?

Das EU-US Data Privacy Framework

*Anderungen bei Terminen, Preisen und Orten bleiben vorbehalten. Alle Preise zuziiglich gesetzlicher MwSt.
Sollten sich nicht gentigend Teilnehmer/innen fiir eine Prasenzveranstaltung anmelden, behalten wir uns vor, das Seminar digital durchzufiihren.

RAS. Schulz

online 05.05.2026

online 10.09.2026
 online  06.05.2026
: online £16.12.2026
. online :07.05.2026

online 25.06.2026
- online :02.07.2026
- online

:13.10.2026

295 €
295 €

690 €
690 €

595€

595 €

595 €

690 €



Themen

DATENSCHUTZ-PRAXIS

Strategischer Umgang mit
BuRgeldbescheiden und

Schwerpunkte Referenten Orte* Termine* Gebiihren*
= BuRgeldrisiko: So sieht es aus! So gehen Sie damitum! ¢ Dr.). Eckhardt | online £15.10.2026 {690 €
= Das Bullgeldmodel der deutschen Datenschutz- Dr.).

aufsichtsbehdrden i Zimmermann

Verbandssanktionengesetz

Zielgruppe:

Geschaftsfiihrung, Mitarbeiter der
Rechtsabteilung, Datenschutzbeauftragte
und Datenschutzkoordinatoren

IT-Sicherheit - Basiswissen kompakt
Zielgruppe:

Betriebliche Datenschutzbeauftragte und
-verantwortliche, Datenschutzberater,
Compliance-Manager

Datennutzungsrecht im

betrieblichen Datenschutz
Zielgruppe:

Datenschutzbeauftragte, Datenschutz-
manager, Datenschutzkoordinatoren,
Compliance-Verantwortliche, Rechtsab-
teilungen sowie Fach- und Fiihrungskraf-
te, die mit Datenstrategien, Datenaus-
tausch oder digitalen Geschaftsmodellen
befasst sind.

WORKSHOPS

Anfragen und Auskunftsverlangen der Aufsichts-
behdrden: Ihre Pflicht zur Mitwirkung, Sanktionen und
Risiken — So gehen Sie damit um!

Durchsuchung und Auskunftsverlangen der Straf-
verfolgungsbehdrden

Haftung der Verantwortlichen und der Auftragsverarbeiter :
sowie Abwehr der »Erpressung zu Schadensersatz«
Aktuelle Rechtsprechung zu BuRgeldern: Das ist daraus
zulernen!

Uberblick aktueller IT-Sicherheitstechnologien, Ch. Semmler online 25.11.2026 595 €
Bedrohungen und Abwehrstrategien

Schutzziele nach DS-GVO: Angemessenheit sowie der

Stand der Technik von Manahmen

Schnittstellen und Kooperation zwischen Datenschutz-

und IT-Sicherheitsbeauftragten

Uberblick und Einordnung relevanter Normen und

Standards (z.B. 1S0 27001 und neu:ISO 27701)

Neue Sicherheitsansdtze bei Cloud-Diensten

= Datenschutzrecht und Datenwirtschaftsrecht — RAA. Jaspers online Termine folgen 690 €
Das ist der Rechtsrahmen 2025 Prof. Dr.
= Datenschutzrecht und Datenaustausch . R.Schwartmann

(DS-GVO und DGA)

= Datenschutzrecht und Daten teilen (DA)

= Datenschutz und KI-VO

= |eweils unter Beriicksichtigung der Auswirkungen auf
den betrieblichen Datenschutz

Datenschutz-Folgenabschdtzung
Zielgruppe:

Datenschutzbeauftragte, Datenschutz-
verantwortliche in Unternehmen, Daten-
schutzkoordinatoren, IT-Beauftragte,
Compliance-Beauftragte und externe
Datenschutzbeauftragte

Hacker-Tools fiir Datenschiitzer
Zielgruppe:
Datenschutzverantwortliche, Daten-
schutzbeauftragte und IT-Sicherheits-
beauftragte, die sich mit dem Thema
Hacking auseinandersetzen miissen

Compliance-Tests und
Schwachstellenscannen

Zielgruppe:

Datenschutzbeauftragte und IT-Sicher-
heitsbeauftragte, die sich mit der Umset-
zung der Uberpriifung, Bewertung und
Evaluierung der TOM nach Art. 32 DS-GVO
beschaftigen

= Kriterien zur Begriindung einer Datenschutz- . p.schiefer  online £ 12.05.2026 . 595¢€
Folgenabschdtzung online 07.12.2026 595 €
= QOrganisieren und Priorisieren der Arbeitsschritte
= Praktische Umsetzung einer Datenschutz-
Folgenabschdtzung
= Checklisten und Erfassungsbdgen

Fundierte Kenntnisse rund um VVT und DS-GVO werden vorausgesetzt.

= Allgemeine Einfiihrung Prof. Dr. KoIn 22.04.2026 810€
= Netzwerkscanner R. W. Gerling

= TLS-Analyse

= Passworte knacken

= Sniffen

Alle Teilnehmer erhalten einen speziell fiir die Schulung vorbereiteten Linux-Rechner,
auf dem die Tools gleich verwendet werden kénnen.

= Automatisiertes Uberpriifen der Umsetzung Prof. Dr. online 28.04.2026 655 €
von Compliance-Vorgaben ¢ R.W. Gerling ‘ ‘

= Umgang mit Schwachstellen und Sicherheitsliicken

= Scannen des Unternehmensnetzes

= Mdglichkeiten und Grenzen des Schwachstellenscannens

= Strategien fir das Schwachstellenscannen

= Dokumentation der Ergebnisse

Alle Teilnehmer erhalten einen USB-Stick mit der im Seminar verwendeten Softwareumgebung (vorkonfiguriert;
InSpec und Greenbone OpenVAS). Fiir die Online-Termine konnen diese heruntergeladen werden.

*Anderungen bei Terminen, Preisen und Orten bleiben vorbehalten. Alle Preise zuziiglich gesetzlicher MwSt.
Sollten sich nicht gentigend Teilnehmer/innen fiir eine Prasenzveranstaltung anmelden, behalten wir uns vor, das Seminar digital durchzufiihren.



DATENSCHUTZ-FACHTAGUNGEN 2026

13. Hamburger Datenschutztage  10.-12.06.2026 Hamburg

50. DAFTA mit 45. RDV-Forum 11.-13.11.2026 Koln

»nJAHRESZEITEN«-WORKSHOPS 2026
GDD-Winter-Workshop 26.-27.01.2026 Garmisch-Partenkirchen

GDD-Sommer-Workshop 17.-19.08.2026 Timmendorfer Strand

Hinweis: Aus Griinden der besseren Lesbarkeit wurde auf eine Nennung aller Geschlechter verzichtet. Es sind jedoch
immer alle Geschlechter im Sinne der Gleichbehandlung angesprochen.

AUFGABEN UND ZIELE DER GDD

Die GDD tritt als gemeinniitziger Verein fiir einen sinnvollen, vertretbaren und technisch realisierbaren Datenschutz ein. Sie hat zum Ziel, die
Daten verarbeitenden Stellen, insbesondere auch deren Datenschutzbeauftragte, bei der Lésung und Umsetzung der vielfaltigen mit Daten-
schutz und Datensicherheit verbundenen technischen, rechtlichen und organisatorischen Anforderungen zu unterstiitzen. Dabei pflegt sie die
intensive Zusammenarbeit mit Wirtschaft, Verwaltung, Wissenschaft und Politik.

Die GDD vertritt nicht nur die Belange der Daten verarbeitenden Stellen, deren Datenschutzbeauftragten und der betroffenen Biirger gegen-
tiber Behdrden und Gesetzgebungsorganen, sie will auch die politische Willensbildung durch fachlichen Rat unterstiitzen. Zu ihren
besonderen Aufgaben zéhlt die Starkung einer wirksamen datenschutzrechtlichen Selbstkontrolle, um staatliche Uberwachung und Auflagen
soweit wie mdglich entbehrlich zu machen. Im Rahmen dieses Vorhabens fordert sie sowohl die datenschutzrechtliche Aus- und Weiter-
bildung der betrieblichen Datenschutzbeauftragten als auch den Kontakt zwischen Anwendern und Aufsichtsbehdrden.

Die GDD, 1976 anldsslich der parlamentarischen Verabschiedung des Bundesdatenschutzgesetzes (BDSG) gegriindet, wird unterstiitzt
von Industrie- und Handelskammern, Wirtschaftsunternehmen, Arbeitgeberverbanden, Vertreter aus Wissenschaft, Politik, Journalismus
und Behdrden.

VORTEILE FUR MITGLIEDER

= Mitglieder-Nachrichten mit aktuellen Fachinformationen = Mitgestaltung der GDD-Erfa-Kreis-Arbeit

= Bezug der Zeitschrift »Recht der Datenverarbeitung« RDV = Mitarbeit in Arbeitskreisen zu aktuellen Themen

= Nutzung der GDD-online-Archive = GDD-Informationsveranstaltungen

= Zugang zu DataAgenda Plus = Vermittlung von Sachverstandigen sowie Referenten

= Beratung bei konkreten Einzelfragen und Referentinnen

= Vermittlung externer Datenschutzbeauftragter

= Unterstiitzung gegeniiber Behdrden
und DV-Sicherheitsberater

DATAKONTEXT GmbH DATAKONTEXT-Reprdsentanz
Postfach 4128 - 50217 Frechen Postfach 20 03 03 - 08003 Zwickau

Tel.: +49 2234 98949-40 - Fax:+49 2234 98949-44 Tel.: +49 375 291728 - Fax: + 49 375 291727
datakontext.com - tagungen@datakontext.com zwickau@datakontext.com
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